Of the malware examples we have studied in this unit, which is an example of a perpetrator who received prison time? How does his/her sentence compare with the typical sentencing?

Park Jin Hyok, a North Korean citizen who is charged with conspiracy to commit computer fraud and abuse, conspiracy to commit wire fraud, and conspiracy to commit money laundering in connection with his role in a wide-ranging scheme to conduct cyber-attacks and financial crimes across the globe.

According to the indictment, Park worked as a programmer for a North Korean state-sponsored cyber-operations group known as Lazarus Group, which is responsible for some of the most destructive and costly cyber-attacks in history. Park allegedly used his programming skills to develop malware that was used in these attacks, which targeted financial institutions, defense contractors, and other organizations.

The indictment also alleges that Park laundered the proceeds of these cyber-attacks by using a complex network of shell companies and cryptocurrency exchanges. The charges against Park carry a maximum sentence of 25 years in prison.

This case is part of the Department of Justice's ongoing efforts to disrupt and dismantle cyber-criminal networks that pose a threat to the national security and economic interests of the United States. The Department will continue to work with our international partners to bring to justice those who engage in this type of malicious activity.

In this instance, there are multiple crimes that are committed in tandem with the cyber attacks. In this case, the attacks attempted to steal at least $1 billion I feel that a sentence of a maximum of 25 years is not enough. This hacking group attempted to steal from many entities in which in the US is considered grand larceny with a sentence of 8-25 years. As these attackers targeted multiple companies and individuals in multiple companies. This should entail a whole new charge in its own with a heftier sentence.
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